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Une attague potentiellement coordonnée contre les
institutions francaises
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Nom, prénom, adresse, téléphone...
SFR victime d’'une cyberattagque et
d’une fuite de données
personnelles

Si aueume information bac

Mondial Relay victime
d'une fuite de
données, des clients
“potentiellement
exposes” T TF1 Info
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Leroy Merlin reconnait avolr été victime d'une
cyber attaque et annonce que des centaines de
milliers da chents sont concernds

Le growpe La Poste victime d'une cyberatiague, rendant ses
services inaccessibles : gue s'esi-ll passé ?
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Aprés la cyhmttama. le ministre de
I'lntérieur reconnait un vol de
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L mibnlstdon dis Sports annonce avalr #té vietlme d'une
cyberottogue, 3.5 milfions de foyers “concarmes"
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Par Aymeric Geolfre-Roulend

Exclusif ; cyberattague massive sur la CAF, les données de
millions de Frangais dérobées dans une offensive qui frappe
I'Etat

Ayer 22 millions de lignes publiées pawr 13,5 millicr
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Les menaces cyber sont a

limage de la-societe mondiale :
Stats en cnnétanﬁlg&évolution.
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Objectifs du seminaire

Echanger sur la strategie
adoptee par la France autour
de la cybersecurite et la
souverainete

p

Comprendre les menaces
majeures et leurs
evolutions avec lessor de
IR et le quantique

I
dentifief des solutions
pouvant Nous prot/éger
contre des cgbere[[:taques,

| |

Parler dé{ (ésilience et de
recuperation apres
sinistres



Programme de la matinee

vshyy - sy

Introduction

@vSh8 - BSh3@

Panorama de la menace 28025
Nam FONTRARENSKY
THALES

“¥Sh3B - BsShs\

L'Homologation de Securite : Pourquoi et comment

homologuer vos systemes d'information ?
Christophe MULLER
THALES

pansE - 1BMS

Cybersecurite & Antifragilite — B!gnnd Resilience
Framck ROUXEL
Federation Francaise de la cybersecurite

1Bms - 1h35

La souverainete numerique : illusion, necessite ou

urgence strategique ?
Jeam-Noel De GRIZAN
WALLLIX

1Bh35 - 18h58

Pause cafe

18h58 - 1h2a

Table ronde : comment rester un expert cyber darjs|un

ecosysteme d’lR 2
Garance MFrTHIHS (Mathias Avoeats), Raphael MARICHEZ (Palo Altp(D
Networks), [L6is SAMAIN (Groupe RATP), lvan FONTHRENSKY (THA| &

fr—l =,
1Mh28 - 11145 f \\\

La cybersecurite dans les adminisf:atiuns

Christophe GRIE

Chef de division ingenierie et innovation nurnélique au sein des services
du Premier ministre O
11h45 — 12has J
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Hyperscalers et protection de la donnee: Le Cloud de

Confiance par S3NS
Blaise VIGNON
S3NS ¢ _ (

1285 -12h38 i

API Exploitation : Dans la téte d’'un attaquant

De la conception a la fuite de donnees massive
Nicolas JERNSELME
AP ANGEL

12h38 =13h45

Déjeuner buffet



Programme de 'apres-midi

13h45 - 1415

Le portefeuille d'identités numeriques europeen: elDAS 2.0,

architecture technique, acteurs, promesses et defis
Maryline LAURENT
Telecom SudParis

14015 - 14h45

Seécurisation d'un monde hyperconnecte a l'ere de IR
Xavier BELOSO
Gheck Point

14R45 - 1505

Enjeux de cybersecurité dans les revolutions robotiques

civiles et militaires en cours

Mhierry BERTHIER

Expert et consultant « robotique — drones »,Qseignant chercheur — Hub
France IR & Drones4Sec

15RS - 15038

Pause cafe

15h38 - 15h55

Cybersecurité et la menace quantique
Olivier BLAZY
Ecole Polytechnigue
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F &
Une approche de la cybersecurite E/LI/SEI'ViCE du busi

Nadjim MEGBOUD
Quark-Security

1B6h25 - 16h35 I

Une approche de la cybersecurite via un guichet unique
Herve LAYER

Gilles ABRY
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ADAM: Anomaly I:lé'éectian by Adaptive Modeling
Yann MONIER i
LURPA, ENS Paris-Sacladruniversite Paris-Saclay
\
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Conclusion
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